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21st-Century Cybersecurity:
The Critical Role of Critical Languages in Advancing Multilingual and Cross-cultural National Security Approaches, Competencies, and Perspectives

Featuring Dr. Mike Nugent, Director of the Defense Language and National Security Education Office (DLNSEO), this panel examines opportunities for innovation and impact in the national security environment leveraging cross-cultural expertise and languages critical to national defense to foster education and research about cyber security and privacy. Recognizing that successful cyber security and privacy studies in the 21st century must be a multilingual and multicultural space, the event also contextualizes Georgia Tech’s unique interdisciplinary strengths as a STEM-driven institution with nationally recognized language programs and recently founded School of Cybersecurity and Privacy.

Topics addressed include:
• The future of cyber security in a globally connected world
• Competencies required for the multilingual cybersecurity field
• Impactful career preparation for success in multilingual cybersecurity
• Critical research areas that bridge languages and security in service of national, industry, and governmental needs
• Cross-cultural peace studies, national security, and cyber security